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Abstract  

4ÈÉÓ ÒÅÐÏÒÔ ÃÏÒÒÅÓÐÏÎÄÓ ÔÏ $ÅÌÉÖÅÒÁÂÌÅ $ςȢρ ÏÆ ÔÈÅ Ȱ70ς - OPEN DEI cross-Industry Digital Platforms federationȱ ÏÆ ÔÈÅ 

OPEN DEI project and provides useful insights to the most relevant work in the field of Reference Architecture for building 

Digital Platforms to support the Digital Transformation journeys in the four sectors targeted by OPEN DEI (i.e. 

manufacturing, agriculture, energy, and healthcare). 

The State of the Art presented in Chapter 2 describes general purpose architectures as well as standard architectures, while 

Chapter 3 presents some examples of relevant projects in the fields addressed by OPEN DEI. Chapter 4 represents the 

foundation of the OPEN DEI Reference Architecture Framework (RAF) specifications, defining the underlying principles, 

the interoperability needs and the first release of the RAF specifications. 

The OPEN DEI RAF will be built upon 6 main underlying principles (INTEROPERABILITY, OPENNESS, REUSABILITY, AVOID 

VENDOR LOCK-IN, SECURITY&PRIVACY, SUPPORT TO A DATA ECONOMY) and following a 6C Architectural Model. 

The insights described here will be then used in later activities of the OPEN DEI project (e.g. the cross-domain Task Forces), 

while further advances and lesson learnt will be captured in the next iteration of this report due by M24 (May 2021). 
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EXECUTIVE SUMMARY 
Within OPEN DEI, Task 2.1 aims at harmonizing and coordinating different Digital Transformation (DT) approaches 

under a common Reference Architecture Framework  (RAF), which combines knowledge and tools to foster effective 

sharing and assessment of experiences and lessons learned on how systems supporting DT can be architected, crossing 

the boundaries of specific applicative sectors. Reference models represent, in fact, a common structure and language 

to describe and specify system architectures and, therefore, are beneficial to enable common understanding and lay 

down the foundations for achieving interoperability  between applications running on top of platforms, as well as the 

portability (replic ability) of applications across platforms, complying with the reference architecture. In the 

architectural definition of a Digital Platform, the alignment to these reference models is positive because they provide 

a basis for the standardization of relevant technical elements across the lifecycle of systems, from development, 

through integration, to operation. Thus, the definition  of reference architecture models provides the right orientation 

to system architecture definitions, fosters component integration, and provides the basis for a dialogue towards 

collaboration with relevant organizations, as well as for dissemination and internationalization  of a technical vision. 

This report aims to investigate and identify the current practices (including definition, concepts, processes, models, 

and templates) for the development of a Reference Architecture Framework relevant to the four sectors targeted by 

OPEN DEI (namely Manufacturing, Energy, Healthcare and Agrifood), as well as providing recommendations (based on 

the identified principles) to successfully design and operate Digital Platforms supporting DT journeys. 

The following list tries to summarize the main challenges addressed by this report: 

¶ Problem space : Digital Platform building activities of interest in the Innovation Actions dealing with Digital 

Transformation paths. 

¶ Mission statement : Systemically develop a coherent set of instruments for exploiting knowledge sharing 

among sectors on standard and project-related reference architectures. 

¶ Vision statement : In 2-3 years, the majority of new Innovation Actions active in the DT area will use the 

OPEN DEI RAF to achieve a common understanding and communication of the overall system among its 

diverse stakeholders, which will aid in system deployment and significantly enhance system interoperability 

across industrial sectors. 

The State of the Art presented in Chapter 2 describes general purpose architectures as well as standard architectures, 

while Chapter 3 presents some examples of relevant projects in the fields addressed by OPEN DEI. Chapter 4 represents 

the foundation of the OPEN DEI Reference Architecture Framework (RAF) specifications, defining the underlying 

principles, the interoperability needs and the first release of the RAF specifications. 

The insights described here will be then used in later activities of the OPEN DEI project (e.g. the cross-domain Task 

Forces), while further advances and lesson learnt will be captured in the next iteration of this report due by M24 (May 

2021). 
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1 INTRODUCTION 
The digital economy, defined by fundamental changes in the characteristics of information, computing, and 

communications, is now the preeminent driver of economic growth, social change, and sharing economy. In the digital 

economy, platform models have strongly proliferated over the past years, provid ing services on the top of technological 

building blocks used as a foundation to deal with competitive pressures. 

From an economic viewpoint, Digital Platforms are restructuring the global economy, contributing to the digitalization 

of organizations, value chains and whole sectors, by resetting entry barriers, changing the logic of value creation and 

value capture. From a commercial viewpoint, Digital Platforms ease the creation of ecosystems of stakeholders, 

supporting new forms of innovation and value creation, as well as related business and commercial models, focused on 

Digital PÌÁÔÆÏÒÍÓȭ underlying vision and value proposition. 

In 2016 the European Commission started the Digitizing European Industry initiative (DEI) aimed to reinforce the EUs 

competitiveness in digital technologies. The European Commission strategy defines four pillars1: Digital Innovation 

Hubs, regulatory framework, skills, and Digital Platforms. The EU has launched several calls in the Horizon 2020 

program to advance in the development of digital platforms like DT-ICT-07 2018ɀ2019 and 2019ɀ2020 with a budget 

ÏÖÅÒ Όρππ M. As an example, digital platforms in the manufacturing sector play a key role in addressing competitive 

pressures and integrating new technologies, apps and services. The challenge is to make full use of new technologies 

that enable manufacturing businesses, particularly mid-caps and small and medium-sized enterprises (SMEs) to meet 

the requirements of evolving supply and value chains. Besides Innovation and Research actions there are also 

Coordination and Support Actions in order to cross-fertilize the industrial platform communities, facilitating the 

adoption of digital technologies from ongoing and past research projects to real-world use cases and encouraging the 

transfer of skills and know-how between industry and academia. Within this context, Digital Transformation (DT) has 

been largely recognize as one of the most important preconditions for EU industries to fully benefit from the adoption 

of new technologies. 

This report tackles different Digital Platform building approaches under a common Reference Architecture 

Framework  (RAF), which combines knowledge and tools to foster effective sharing and assessment of experiences 

and lessons learned on how systems supporting DT can be architected, crossing the boundaries of specific applicative 

sectors. Reference models represent, in fact, a common structure and language to describe and specify system 

architectures and, therefore, are beneficial to promote common understanding and system interoperability. In the 

architectural definition of a Digital Platform, the alignment to these reference models is positive because they provide 

a framework for the standardization of relevant technical systems, from development, through integration, to 

operation. Thus, the liaison with reference models provides the right orientation to system architecture definitions and 

fosters component orchestration, collaboration with relevant organizations, and internationalization. 

  

 

1 European Commission. Pillars of the Digitising European Industry Initiative. 2018. Available online: https://ec.europa.eu/digital -
single-market/en/pillars -digitising-european-industry -initiative  (accessed on 3 April 2019). 

https://ec.europa.eu/digital-single-market/en/pillars-digitising-european-industry-initiative
https://ec.europa.eu/digital-single-market/en/pillars-digitising-european-industry-initiative
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2 DT REFERENCE ARCHITECTURES: A STATE OF THE ART 
This chapter presents the most known Reference Architectures, used in several sectors and in most of the cases 

enabling Digital Transformation pathways for their adopters. The first examples refer to Domain-Specific Reference 

Architectures (DS-RA), even if some of them are also used cross-sectors; then we will move toward more general-

purpose architectures and reference frameworks. 

2.1 Reference Architectural Model Industrie 4.0 (RAMI 4.0) 
The Reference Architectural Model Industrie 4.0 (RAMI 4.0) was developed by the Platform 4.0 in 2015 and focuses on 

the IoT and Cyber-Physical Systems (CPS) in the industrial manufacturing domain. RAMI4.0 is a three-dimensional 

model, which describes the Industrie 4.0 space and organizes the lifecycle/value streams and the manufacturing 

hierarchy levels across the six layers of the IT representation of Industry 4.0. It outlines a comprehensive view of 

manufacturing related implications to any IoT landscape. The primary topic, the integration of the physical asset and 

its digital representation, is proposed relying on a common representation called the Administration Shell. 

Reference models, such as the Reference Architecture Model for Industry 4.0 (RAMI 4.0), provide a solution-neutral 

reference architectural model for applications that make use of Internet of Things (IoT), big data analytics, and other 

technologies advancements in manufacturing processes, what is known as smart manufacturing, intelligent 

manufacturing, or simply Industry 4.0. One of the main objectives once adopted is to be able to communicate the scope 

and design of the system, to foster collaboration and integration with other relevant initiatives by framing the 

developed concepts and technologies in a common model. 

 

FIGURE 1. THE THREE DIMENSIONS OF THE RAMI 4.0 (SOURCE: PLATFORM I4.0  AND ZVEI) 

The three-dimensional matrix can be used to position standards and describe use-cases. It addresses integration within 

and between factories, end-to-end engineering and human value-stream orchestration. This model is complemented 

by the Industrie 4.0 components and both have been described in DIN SPEC 913452.  

In RAMI4.0, each component consists of six layers. Starting with the lowest layer, the structure consists of asset, 

integration, communication, information, functional and business and represents a layered IT system structure, as 

shown in the figure below. 

 

2 Reference Architecture Model Industrie 4.0 (RAMI4.0) - DIN SPEC 91345:2016-04. (2016). Retrieved from 
https:/ /www.din.de/en/wdc -beuth:din21:250940128 

https://www.din.de/en/wdc-beuth:din21:250940128
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FIGURE 2. THE IT LAYERS OF RAMI 4.0 (SOURCE: PLATFORM I4.0  AND ZVEI) 

The function of each layer is: 

¶ The asset layer describes the physical components of a system, for example production equipment, product 

part, sensors, documents, as well as humans. For every asset represented in this layer there must be a virtual 

representation in the above layers. Among the physical assets, this layer includes the digital interface with 

humans and the relationship to elements in the integration layer. 

¶ The integration layer deals with easy to process information content and can be considered as a bridge 

between the real and the IT world. It contains all elements associated with the IT, including field buses, HMIs, 

necessary to implement a function, as well as the properties and process related functions required to use an 

asset in the intended way and generates events based on the acquired information. 

¶ The communication layer is responsible for the standardized communication between integration and 

information layer. Therefore, it performs transmission of data and files and standardizes the communication 

from the Integration Layer, providing uniform data formats, protocols and interfaces in the direction of the 

Information Layer. It also provides services to control the integration layer. 

¶ The information layer holds the necessary data in a structured and integrated form and provides the 

interfaces to access this structured data from the functional layer. It is responsible for processing, integrating 

and persisting the data and events, as well as for describing the data related to the technical functionality of 

an asset. It can be considered the run-time environment for Complex Event Processing (CEP) where rule-

based (pre-) processing of events takes place, data APIs and data persistence mechanisms. So, events are 

received from the communication layer, transformed and forwarded accordingly. 

¶ The functional layer describes the logical and technical functions of an asset providing a digital description of 

its functions and a platform for horizontal integration of various functions; it also describes the business 

model mapping, business processes which can be adjusted based on inputs from the functional layer, 

providing models with runtime data of processes, functions and applications. 

¶ The business layer is in charge to orchestrate the services provided by the functional layer. It maps the 

services to the business (domain) models and the business process models. It also models the business rules, 

legal and regulatory constraints of the system. The processes to ensure of the economy are located on this 

level. 

In order to represent the Industry4.0 needs, the functionalities of IEC62264 have been expanded to include two new 

ÌÅÖÅÌÓȟ ÁÔ ÔÈÅ ÂÏÔÔÏÍȟ ÔÈÅ ȰÐÒÏÄÕÃÔȱ ɉÂÏÔÈ ÔÈÅ ÔÙÐÅ ÁÎÄ ÔÈÅ ÉÎÓÔÁÎÃÅȟ ÔÈÒÏÕÇÈ ÔÈÅ entire lifecycle) which are active 

elements within the production system due to their ability to communicate. They provide information on their 

ÉÎÄÉÖÉÄÕÁÌ ÐÒÏÐÅÒÔÉÅÓ ÁÎÄ ÎÅÃÅÓÓÁÒÙ ÐÒÏÄÕÃÔÉÏÎ ÓÔÅÐÓȢ !Ô ÔÈÅ ÔÏÐ ÔÈÅÒÅ ÉÓ ÔÈÅ ȰÃÏÎÎÅÃÔÅÄ ×ÏÒÌÄȱȟ ×ÈÉÃÈ ÒÅÐÒÅÓÅÎts its 

outer networks or the ecosystem, e.g. collaboration with business partners and customers, suppliers or service 

providers, as well as Internet-based services. 

This allows moving from the typical pyramid, with rigid hierarchical structures, to a composite of networked objects 

and systems as reflected in the figure below. 



 
 

 
OPEN DEI Grant Agreement No 857065 9 

 

 

FIGURE 3. HIERARCHY LEVELS OF INDUSTRY 3.0 AND RAMI 4.0 (SOURCE: PLATFORM I4.0  AND ZVEI) 

 

Asset Administration Shell  

The Asset Administration Shell (AAS) is a standard model aiming to create a bridge between the real world and the IoT 

world integrating assets into the world of information. 

An asset is everything that can be connected for implementing an Industrie4.0 solution (i.e. machinery, parts, supply 

material, documents, contracts, etc.). The AAS also defines the data models for the exchange of information between 

partners in the value chain (see Figure 4) and a package file format (the Asset Administration Shell Package, AASX), to 

exchange the full or partial structure of the administration shell. 

 

FIGURE 4. I4.0  COMMUNICATION PROTOCOL STACK 

The AAS implements the Digital Twin concept meeting requirements of different use cases coming from several 

domains guaranteeing: 

¶ Intero perability , companies can communicate and exchange information 

¶ Availability , for every kind of product (non-intelligent and intelligent)  

¶ Integration  of value chains 

¶ Covering of the complete life cycle of products, devices, facilities, etc. 

¶ Basis for autonomous systems and AI 
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FIGURE 5. ASSET ADMINISTRATIVE SHELL 

The AAS can be provided in different implementation variants: 

¶ Passive for example if the information is provided using a file or with IP/API-based access. In that case, the 

requested AAS is provided using a client/server pattern. 

¶ Active  corresponds to the peer-to-peer interaction pattern. The Administrative shells can communicate 

with each other using the Industry 4.0 language. 

Starting from the above classification AAS implementation can be assigned in the RAMI4.0 Model covering different 

layers3. 

 

FIGURE 6. ASSIGNMENT OF THE ACTIVE AAS IN THE RAMI4.0-MODEL 

 

3 Belyaev, Alexander & Diedrich, Christian. (2019). Specification "Demonstrator I4.0-Language" v3.0. 
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Benefits: Defining different layers for both the life cycle value stream and the hierarchy, RAMI4.0 is able to describe 

and support different user perspectives, use cases and standards. RAMI4.0 offers more potential to various 

stakeholders in industrial production. 

Risks: The RAMI4.0 supports different standards in different layers. Regarding the communication layer, the OPC UA 

is the de facto standard, however companies can use unofficial or internal standards. Furthermore, there are some 

inconsistencies regarding the concept of the Layers and how the Hierarchy Levels fit to the Life Cycle & Value Stream. 

Finally, the role of processes and how they should be mapped to the framework are subject to further research4. 

2.2 Industrial Internet Reference Architecture (IIRA) 
The Industrial Internet Reference Architecture (IIRA) has been published by the Industrial Internet Consortium (IIC) 

ÉÎ ÔÈÅ ÄÏÃÕÍÅÎÔ Ȱ4ÈÅ )ÎÄÕÓÔÒÉÁÌ )ÎÔÅÒÎÅÔ ÏÆ 4ÈÉÎÇÓ 6ÏÌÕÍÅ 'ρȡ 2ÅÆÅÒÅÎÃÅ !ÒÃÈÉÔÅÃÔÕÒÅȱ5 and contains architectural 

concepts, vocabulary, structures, patterns and a methodology for addressing design concerns. The document identifies 

the fundamental architecture constructs and specifies design issues, stakeholders, viewpoints, models and conditions 

of applicability defining a framework by adapting architectural approaches from the ISO/IEC/IEEE 42010-2011 

Systems and software engineering - Architecture description standard. 

This international standard outlines the requirements regarding a system, software, and enterprise level architecture. 

The ISO/IEC/IEEE 42010 standard recommends identifying the perspectives of the different stakeholders that can be: 

system users, operators, owners, vendors, developers, and the technicians who maintain and service the systems. The 

aim is to describe system properties as seen from their viewpoint. Such properties include the intended use and 

suitability of the concept in terms of its implementation, the implementation process itself, potential risks, and the 

maintainability of the system over the entire lifecycle. 

IIC addresses concerns about IIoT across industries broadly, while RAMI4.0 focuses mainly on manufacturing in depth. 

Essentially, the IIRA attempts to identify the most important and common architecture concerns. It then provides an 

architectural template and methodology that engineers can use to examine and resolve design issues. In addition, the 

template and methodology suggest ways of addressing the top concerns, allowing designers to glean insights by 

examining architecture patterns, helping Industrial Internet of Things (IIoT) system designers to avoid missing 

important architecture considerations and this also helps them to identify design gaps of missing important system 

functions or components. 

IIRA represents an architectural template to categorize IIoT system requirements and design concrete architectures to 

address them. Using this common approach to architecture design, IIRA assists in consistent architecture 

implementation across different use cases in various industrial sectors meeting unique system requirements. The core 

of tÈÅ ))2!ȭÓ ÍÅÔÈÏÄÏÌÏÇÙ ÌÉÅÓ ÉÎ Á ÓÅÔ ÏÆ ÓÙÓÔÅÍ ÃÏÎÃÅÐÔÕÁÌÉÚÁÔÉÏÎ ÔÏÏÌÓ ÃÁÌÌÅÄ ÖÉÅ×ÐÏÉÎÔÓ ÔÈÁÔ ÅÎÁÂÌÅ ÁÒÃÈÉÔÅÃÔÓ ÁÎÄ 

engineers to identify and resolve key design issues. Thus, the IIRA design starts with defining the shapes and forms of 

an Industrial InterneÔ ÏÆ 4ÈÉÎÇÓ !ÒÃÈÉÔÅÃÔÕÒÅ ÂÙ ÓÔÁÒÔÉÎÇ ×ÉÔÈ ÔÈÅ ÖÉÅ×ÐÏÉÎÔÓ ÏÆ ÔÈÅ ÓÔÁËÅÈÏÌÄÅÒÓȢ 4ÈÅÓÅ ))2!ȭÓ 

viewpoints are arranged in a particular order to reflect the pattern of interactions that occurs between the four 

elements, because the decisions from a higher-level viewpoint impose requirements on the viewpoints below it. In this 

sense, the IIRA is a layer model that takes into consideration four different viewpoints (business, usage, functional, and 

implementation). It focuses on the capabilities from the perspective of the software and their business processes. Each 

of the four viewpoints outlined in IIRA can be compared with the respective layers on the vertical axis of RAMI 4.0; 

2!-) τȢπ ÓÕÐÐÌÅÍÅÎÔÓ ÔÈÅ ÍÏÄÅÌ ×ÉÔÈ ÔÈÅ ÁØÅÓ Ȭ,ÉÆÅÃÙÃÌÅȭ ɉ×ÉÔÈ ÔÙÐÅÓ ÁÎÄ ÉÎÓÔÁÎÃÅÓɊ ÁÎÄ Ȭ(ÉÅÒÁÒÃÈÉÃÁÌ ,ÅÖÅÌÓȭ. 

 

4 J. Frysak, C. Kaar and C. Stary, "Benefits and pitfalls applying RAMI4.0," 2018 IEEE Industrial Cyber-Physical Systems (ICPS), St. 
Petersburg, 2018, pp. 32-37, doi: 10.1109/ICPHYS.2018.8387633. 
5  The Industrial Internet of Things Volume G1: Reference Architecture Version 1.9. (2019, June 19). Retrieved from 
https://www.iiconsortium.org/pdf/IIRA -v1.9.pdf 

https://www.iiconsortium.org/pdf/IIRA-v1.9.pdf
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FIGURE 7. THE VIEWPOINTS OF THE IIRA  CAN BE REPRESENTED IN THE CORRESPONDING LAYERS IN THE RAMI 4.0 MODEL 

The IIoT technologies core implemented in IIRA are applicable to the depth and breadth of every small, medium and 

large enterprise in manufacturing, mining, transportation, energy, agriculture, healthcare, public infrastructure and 

virtually every other industry. In addition to IIoT system architects, the plain language of IIRA and its emphasis on the 

value proposition and enablement of converging Operational Technology (OT) and Information Technology (IT) 

enables business decision-makers, plant managers, and IT managers to better understand how to drive IIoT system 

development from a business perspective. 

 

FIGURE 8. IIRA  ARCHITECTURAL FRAMEWORK 

 

Security Framework (IISF)  

Additionally, if the design of the IIoT solution requires considerations within the context of all the viewpoints -

crosscutting concerns- as for example security and safety issues, it exists the cross-cutting functions and the system 

characteristics. The figure below illustrates the relationship between functional domains, cross-cutting functions and 

system characteristics. 
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FIGURE 9. IIRA  FUNCTIONAL DOMAIN, CROSSCUTTING FUNCTIONS AND SYSTEM CHARACTERISTICS (SOURCE IIC) 

IIoT systems are typically systems that interact with the physical world where uncontrolled change can lead to 

hazardous conditions. This potential risk increases the importance of safety, reliability, privacy and resiliency beyond 

the levels expected in many traditional IT environments. 

4ÈÅ Ȱ)ÎÄÕÓÔÒÉÁÌ )ÎÔÅÒÎÅÔ ÏÆ 4ÈÉÎÇÓ 6ÏÌÕÍÅ 'τȡ 3ÅÃÕÒÉÔÙ &ÒÁÍÅ×ÏÒËȱ6, published by the Industrial Internet Consortium 

(IIC), identifies, explains and positions security-related architectures, designs and technologies, as well as identifies 

procedures relevant to trustworthy Industrial Internet of Things (IIoT) systems. It describes their security 

characteristics, technologies and techniques that should be applied, methods for addressing security and how to gain 

assurance that the appropriate mix of issues have been addressed to meet stakeholders' expectations. 

 

Benefits : IIRA aims at a comprehensive model of the industrial internet, independent of specific domains and 

industries7. The wide scope results in a broad coverage of topics being able to make compliant with various IIoT 

architectures. The main IIRA categorization is based on the aforementioned ISO/IEC 42010, introducing the four 

viewpoints Business, Usage, Functional and Implementation. 

Risks: IIRA concrete implementation guidelines are only partly provided. Furthermore, IIRA lacks an explicit set of 

addressed concerns. While major concerns can be extracted by analyzing the viewpoint descriptions, a specific 

allocation of concerns to viewpoints is not given. This results in a certain vagueness of requirements for IIoT 

implementations. 

 

6  Industrial Internet of Things Volume G4: Security Framework - IIC:PUB:G4:V 1.0:PB:20160926. (2016). Retrieved from 
https://www.iiconsortium.org/pdf/IIC_PUB_G4_V1.00_PB-3.pdf 
7 Bader, S.R., Grangel-Gonz´alez, I., Tasnim, M., Lohmann, S.: Structuring the Industry 4.0 Landscape. In: International Conference on 
Emerging Technologies and Factory Automation (ETFA). pp. 224ɀ231. IEEE (2019) 

https://www.iiconsortium.org/pdf/IIC_PUB_G4_V1.00_PB-3.pdf
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2.3 Industrial Value Chain Reference Architecture (IVRA) 
The Industrial Value Chain Reference Architecture (IVRA) is a similar initiative to the previous ones, the IIRA and RAMI 

4.0, but coming from Japan and led by the Industrial Value Chain Initiative (IVI). The IVRA provides three perspectives 

to understand manufacturing industry as a whole: The knowledge/engineering flow, the demand/supply flow and 

hierarchical levels from the device level to the enterprise level. 

A key element is the introduction of Smart Manufacturing Units (SMUs) in a way that allows to smoothly integrate 

human beings as elements with their autonomous nature ɀ paying tribute to the fact that it is the human being who 

discovers a problem, defines a problem, and solves a problem in many cases not only in the past, but also in the 

foreseeable future. 

 

FIGURE 10. INDUSTRIAL VALUE CHAIN REFERENCE ARCHITECTURE (SOURCE: IVI) 8 

The Industrial Value Chain Reference Architecture (IVRA), consists of Smart Manufacturing Units (SMUs) and Portable 

Loading Units (PLUs). SMU has three views: asset view, management view, activity view. Kaizen approach can be 

realized in the activity view of an SMU where PDCA cycles perform for continuous improvement. 

In order to implement IoT/ICT system in a manufacturing enterprise, it is necessary to keep interoperability among 

IoT devices, applications, data storages, and related tools. In order to achieve interoperability among such digital 

components, IVRA also addresses reference models of IVI platforms. The concept of Loosely Defined Standard (LDS) is 

applied in management of interoperability between IVI components, in which data commonality cannot be fixed unless 

improvement of the system as a whole is terminated. 

Using LDS, IVRA allows the factory managers to describe scenarios of daily operations and inter-relations between 

actors. Then an SMU can be defined as a set of models including Actor, Activity, Thing, Information, Logic and Data. The 

talk also illustrates the procedure of bottom-up system improvement of a cyber-physical SMU. Factory floor managers, 

production engineers and chiefs of workers make some operational scenarios from their actual concerns. Then the 

scenarios are redesigned using data and logics in the cyber world. Assigning appropriate services provided by platform 

component suppliers to the data and logics, an IVI platform gives interoperability framework to those components. 

Industrial Value Chain Initiative (IVI) provides a software tool, IVI modeler in order to facilitate a common 

understanding and defining scenarios and terms. Models defined by the IVI modeler can play a key role in integrating 

the physical world and cyber world.  

In order to make collaboration and win-win relation among platformers, component suppliers, system integrators and 

factory managers, general rules of profile specification and distribution are identified. Since the platformers and 

component suppliers have their own data models and interfaces, IVI proposes a profile publication framework and a 

common dictionary for specifying the profiles in accordance with the concept of LDS. 

 

8 https://iv -i.org/docs/doc_161208_Industrial_Value_Chain_Reference_Architecture.pdf  

https://iv-i.org/docs/doc_161208_Industrial_Value_Chain_Reference_Architecture.pdf
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Therefore, since the domain is very complex and consists of heterogeneous subsystems that can be combined in 

different ways including interchange, there is a need for introducing an architectural pattern which supports an 

abstract and composite view on the functionalities of the system as a whole (Platform of Platforms9). The following 

figure provides such a view inspired by Industrial Value Chain Reference Architecture. 

 

FIGURE 11. HIGH-LEVEL INTEROPERABILITY VIEW (SOURCE: INDUSTRIAL VALUE CHAIN INITIATIVE)10 

 

 

FIGURE 12. THE ANATOMY OF THE PLATFORM (SOURCE: INDUSTRIAL VALUE CHAIN INITIATIVE) 

 

Platform ecosystem  

A platform ecosystem is a state in which different constituent platforms are loosely connected by some relations. Each 

platform in an ecosystem is its constituting element but it is not in the position of being able to control the ecosystem. 

Thus, a platform ecosystem as a whole is made up based on autonomous decision makings of individual platforms. 

A platform  is a unit which beforehand ensures or supports interoperability of its components by some rule or terms. 

A manager of a platform (platformer) has two aspects: It collects components constituting the platform; and at the 

same time, it provides a service gathering users who actually utilize the platform for manufacturing. 

Components  include software that are designed in advance and meet a quality level to be provided as products as well 

ÁÓ ÎÅÃÅÓÓÁÒÙ ÈÁÒÄ×ÁÒÅȭÓȢ ! ÃÏÍÐÏÎÅÎÔ ÈÁÓ ÓÏÍÅ ÆÕÎÃÔÉÏÎ ÉÎÄÅÐÅÎÄÅÎÔÌÙ ×ÈÉÃÈ ÃÁÎ ÂÅ ÐÒÏÖÉÄÅÄ ÔÏ ÕÓÅÒÓȢ "ÕÔ ÉÎ ÍÁÎÙ 

 

9  https://www.avnet.com/wps/wcm/myconnect/onesite/97cedd40 -2ea0-414e-a091-6d844b70a487/IBM-The-Platform-of-
Platforms-IoT.pdf?MOD=AJPERES&attachment=true&id=1488926185691  
10 https://iv -i.org/en/docs/Industrial_Value_Chain_Reference_Architecture_170424.pdf 

https://www.avnet.com/wps/wcm/myconnect/onesite/97cedd40-2ea0-414e-a091-6d844b70a487/IBM-The-Platform-of-Platforms-IoT.pdf?MOD=AJPERES&attachment=true&id=1488926185691
https://www.avnet.com/wps/wcm/myconnect/onesite/97cedd40-2ea0-414e-a091-6d844b70a487/IBM-The-Platform-of-Platforms-IoT.pdf?MOD=AJPERES&attachment=true&id=1488926185691
https://iv-i.org/en/docs/Industrial_Value_Chain_Reference_Architecture_170424.pdf
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cases, it is needed to connect to other components in order to execute its function. Connection among components is 

precisely what platforms exist for, so it is discussed at the level of platforms. The topic is explained later in this chapter. 

A service  is a unit of software that constitutes a component. It provides customers with values directly or indirectly. If 

a connection of services is within a component, it is provided in a form defined by the component in advance. 

There are four categories of components: 

¶ IoT device 

¶ Application 

¶ Service tool 

¶ Data infrastructure 

Regarding the Hierarchy of System Connection, it specifies the following: 

¶ Connection among Services 

A service is a unit and its result can be evaluated by physical users or upper level users in the management 

layer. Connections at this level are managed by individual components. 

¶ Connection among Components 

A component is a unit of multiple services which are tightly coupled. Mutual connections of components are 

ensured in the range assumed by the suppliers. Thus, connections among components are conducted by the 

users or platforms. 

¶ Connection amon g Platforms  

In most cases, connections among platforms are autonomous decentralized systems without core 

management functions. Thus, it is not basically ensured connections are correctly made. However, it is 

possible to connect multiple platforms as an ecosystem when the platforms agree with a unified rule, terms 

or connection procedures. 

There are two forms for interconnections of components: tight coupling inter-operation and loose coupling inter-

operation.  

1. Tight coupling inter-operation, the tight coupling inter-operation is a form of connection that components 

mutually boot a service of the other component and utilize it by using API (Application Programming 

Interface) and SDK (Software Development Kit). This type enables speedy and high-quality connections but 

has a task in serviceability for example when a function of one of the components is extended. 

2. Loose coupling inter-operation (message-oriented middleware), the loose coupling inter-operation is a form 

×ÈÉÃÈ ÍÉÎÉÍÉÚÅÓ ÅÆÆÅÃÔÓ ÏÆ ÆÕÔÕÒÅ ÆÕÎÃÔÉÏÎ ÅØÔÅÎÓÉÏÎ ÏÆ ÔÈÅ ÏÔÈÅÒ ÃÏÍÐÏÎÅÎÔ ÁÓ ×ÅÌÌ ÁÓ ÅÎÁÂÌÅÓ ÃÏÍÐÏÎÅÎÔÓȭ 

own function extension by losing the degree of a coupling between components. API protocols in the lower 

implementation level are limited to versatile ones which are already widely diffused. 

 

FIGURE 13. COMPONENTS INTERCONNECTION (SOURCE: INDUSTRIAL VALUE CHAIN INITIATIVE) 
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Benefits : The Digital Twin concept is very well described: as mentioned above, PLUs can contain a physical thing or 

product but also data and transaction information, therefore creating a general bracket for any transaction in both the 

physical and the virtual world. 

Risks: In the IVRA architecture, data security and interoperability methods are less prioritized in comparison to the 

modeling and description of processing activities and operations. 

2.4 FIWARE Open Source Reference Architecture 
FIWARE11 is a curated framework of open source platform components (also referred as Generic Enablers ɀ GE-) which 

can be assembled together and with other third-party platform components to ÂÕÉÌÄ ȰÐÏ×ÅÒÅÄ ÂÙ &)7!2%ȱ ÐÌÁÔÆÏÒÍÓ 

that accelerate the development of interoperable and portable (replicable) Smart Solutions in multiple application 

domains. 

FIWARE tries to manage the data within a given smart vertical solution or break the existing information  silos within 

a smart organization by supporting access to a Context / Digital Twin data representation that manages at large-scale 

all relevant information. FIWARE NGSI is the RESTful API used by context data providers and consumers to publish 

and access Context / Digital Twin data. This can be realized by interacting with the Context Broker, which is a central 

component of FIWARE architecture implementing the FIWARE NGSI API. The API is not only used by applications but 

also provides the means for integrating FIWARE components among themselves and with 3rd party software. 

 

FIGURE 14. FIWARE OVERALL ARCHITECTURE 

FIWARE GEs are organized in chapters as depicted in the figure above12. The main and only mandatory component of 

ÁÎÙ Ȱ0Ï×ÅÒÅÄ ÂÙ &)7!2%ȱ ÐÌÁÔÆÏÒÍ ÏÒ ÓÏÌÕÔÉÏÎ ÉÓ ÔÈÅ &)7!2% #ÏÎÔÅØÔ "ÒÏËÅÒ 'ÅÎÅÒÉÃ %ÎÁÂÌÅÒȟ ×ÈÉÃÈ ÂÒÉÎÇÓ Á 

cornerstone function in any smart solution: the need to manage Context / Digital Twin information, enabling to perform 

updates and bring access to it . 

Building around the FIWARE Context Broker, a rich suite of complementary FIWARE components are available, dealing 

with:  

¶ Interfacing with the Internet of Things (IoT), Robots and 3 rd  Party systems , for capturing updates on 

context information and translating required actuations. 

¶ Context Data/API management, publication, and monetization , bringing support to usage control and the 

opportunity to publish and monetize part of managed context data. 

¶ Processing, analysis, and visualization  of context information  implementing the expected smart behavior 

of applications and/or assisting end users in making smart decisions. 

 

11 FIWARE developers catalogue. (n.d.). Retrieved from https://www.fiware.org/developers/catalogue/  
12 FIWARE developers page. (n.d.). Retrieved from https://www.fiware.org/developers/  

https://www.fiware.org/developers/catalogue/
https://www.fiware.org/developers/
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The catalogue contains a rich library of components with reference implementations that allow developers to put into 

effect functionalities such as the connection to the Internet of Things or Big Data analysis, making programming much 

easier. FIWARE core platform model facilitating IaaS and SaaS required of application domains, on this basis GEs 

applications achieve already defined standards, provide APIs for interoperability, represent application domains or 

design granularities. We can think of a GE as macroscopes were the highest level interface is a simple controller 

providing a wide and in scope view of operations (attributes control functions of a system); GEs from different domains 

are Macroscopes on the domain: implement abstract Macroscopes concretely and provide API access via REST HTTP 

to trigger GE behavior. Modelling a GE is identified within UML use cases. GE specification have some properties: 

¶ Addressing: IP address and port numbers 

¶ Recognition: control syntax, parser, interpreter and semantic rules 

¶ Multimodal: APIs, protocols, drivers 

¶ Structured Data: XML, JSON, IC 

¶ Formal Operation: state machine, dispatcher, DOM nodes 

¶ Ad hoc Network Communication: HTTP/s, request methods, asynchronous, client/server, URIs 

¶ Modular Design: object-oriented architecture, methods and functions, listeners, callbacks 

¶ Behavioral: multithreaded, parallel, imperative, result combining, verifying, transformation, bidirectional 

communications 

¶ Security: channel encryption, message encryption, authentication, authorization 

¶ HCI: GUI, hardware interaction, multimodal UI, accessibility, human actors 

¶ Interoperability: networked API server, configuration parameters, legacy system integrators, RPC, REST 

In 2016, the European Commission published The 2016 Rolling Plan for ICT Standardisation13 in which ETSI was 

requested to create an ISG (Industry Specification Group) aimed at definition of a standard Context Information 

Management (CIM) API with FIWARE NGSIv214 (current API specification implemented by the FIWARE Orion Context 

Broker) as basis.  In the beginning of 2017, ETSI created the CIM ISG15 which produced a first version, in January 2019, 

of the so named ETSI NGSI-LD API specifications16. 

The ETSI NGSI-LD API specifications are compatible with the FIWARE NGSIv2 API specifications, adding new features 

bringing support to Linked Data.  It is planned that the FIWARE Orion Context Broker will evolve in line with the future 

ETSI NGSI-LD specifications, integrating the developments carried out in Orion-LD17. 

Several implementations of the NGSI-LD API are emerging, most of which have been incorporated in the FIWARE 

Catalogue: Scorpio18 or Stellio19. The only exception to this rule at the moment is Djane20 despite conversations are 

taking place to also include it. 

 

In 2018, the European Commission (EC) formally adopted FIWARE Context Broker technology as CEF Building Block21 

within their Digital CEF (Connecting Europe Facility) Building Blocks program. This means that the EC officially 

recommends Public Administration and private companies of the European Union (EU) to adopt this technology in 

order to foster development of digital services which can be replicated (ported) across the EU. 

 

During 2019, the FIWARE Foundation with other relevant organizations has launched an initiative towards definition 

of Smart Data Models22. The goal is to provide a common set of data models, with their corresponding mappings into 

JSON/JSON-LD which, in combination with NGSIv2/NGSI-LD ensures portability and interoperability of smart 

applications. The initiative is experiencing a growing momentum, involving multiple organizations and projects 

contributing data models in multiple domains: Smart Cities, Smart Agrifood, Smart Manufacturing, Smart Energy, Smart 

Water, Smart Destinations, etc. 

 

The FIWARE Reference Architecture does not only bring components for an effective exchange and management of 

digital twin /context data but brings a number of components for publication of data resources and its eventual 

 

13 https://ec.europa.eu/growth/content/2016 -rolling -plan-ict-standardisation-released-0_en 
14 http:// fiware.github.io/specifications/ngsiv2/stable/  
15 https://www.etsi.org/committee/cim  
16 https://www.etsi.org/deliver/etsi_gs/CIM/001_099/009/01.02.02_60/gs_CIM009v010202p.pdf  
17 https:/ /github.com/Fiware/context.Orion -LD 
18 https://github.com/ScorpioBroker/ScorpioBroker  
19 https://github.com/stellio -hub/stell io-context-broker 
20 https://github.com/sensinov/djane/  
21 https://ec.europa.eu/cefdigital/wiki/display/CEFDIGITAL/Context+Broker  
22 https://github.com/smart -data-models 

https://ec.europa.eu/growth/content/2016-rolling-plan-ict-standardisation-released-0_en
http://fiware.github.io/specifications/ngsiv2/stable/
https://www.etsi.org/committee/cim
https://www.etsi.org/deliver/etsi_gs/CIM/001_099/009/01.02.02_60/gs_CIM009v010202p.pdf
https://github.com/Fiware/context.Orion-LD
https://github.com/ScorpioBroker/ScorpioBroker
https://github.com/stellio-hub/stellio-context-broker
https://github.com/sensinov/djane/
https://ec.europa.eu/cefdigital/wiki/display/CEFDIGITAL/Context+Broker
https://github.com/smart-data-models
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monetization.  Concretely, components coping with: 

¶ Data Marketplace functions enabling publication of data resource offerings, supporting the definition of terms 

and conditions for accessing data resources including access and usage policies as well as, eventually, adopted 

pricing schemas 

¶ Business Support functions, including functions for data resources usage accounting and rating, giving the 

option of storing usage log records on distributed ledgers to support trustworthiness of processes, Clearing 

House, Payment and Billing functions 

 

Many of these functions rely on TM Forum Open APIs23. 

 

Smart Industry  

FIWARE for Industry (F4I) is a multi-project initiative aiming at developing an ecosystem of FIWARE-enabled software 

components, suitable to meet the challenges of Manufacturing Industry business scenarios, as indicated by Industry 

4.0 vision. F4I originates at the end of 2015 as the exploitation booster of the FITMAN FP7 FI PPP project 

(www.fiware4industry.com) which developed Open Source reference implementations of Smart-Digital-Virtual 

Factory scenarios by integrating 14 FIWARE Generic Enablers with 15 original Manufacturing Industry Specific 

Enablers. 

 

FIGURE 15. REFERENCE ARCHITECTURE FOR SMART INDUSTRY MANAGEMENT SYSTEM POWERED BY FIWARE 

Starting from these 29 components, more than 15 new projects are developing their Smart Manufacturing solutions in 

several R&I domains. In the Factories of the Future H2020 cPPP, the recent projects CREMA, C2NET, PSYMBIOSYS, 

BEinCPPS, some of the ongoing FoF11 Connected Factories projects (e.g. FAR EDGE, AUTOWARE, vfOS and NIMBLE) 

RIAs and two I4MS Phase III Innovation Actions (MIDIH in the domain of CPS/IOT, L4MS in the domain of Mobile 

Robotics and Industrial Shop-ÆÌÏÏÒÓȭ ,ÏÇÉÓÔÉÃÓɊ ÁÒÅ ÃÏÎÔÒÉÂÕÔÉÎÇ ÉÎ ËÉÎÄ ÔÏ ÔÈÅ ÐÉÃÔÕÒÅ ÈÅÒÅ ÂÅÌÏ× ×ÈÉÃÈ ÉÎÃÌÕÄÅÓ ρχ 

Enablers: 8 enhancements of FITMAN SEs, 3 enhancements of FIWARE GEs, 2 new specific enablers and 4 new releases 

of FIWARE GEs. Moreover, the EIT DIGITAL High Impact Initiative called OEDIPUS (Operate European Digital Industry 

with Products and Services) is developing platforms and components FIWARE based for the Smart Manufacturing 

Industry, in close collaboration with SIEMENS (OEDIPUS coordinator) and its platforms (e.g. MindSphere). In the near 

future, the EU-Brasil FASTEN project and some National / Regional projects will give their contributions as well to the 

F4I ecosystem. 

During conversations with representatives of the Industrie 4.0 platform, the potential derived from adopting the ETSI 

NGSI-LD API as a standard API for accessing Asset Administrative Shell data has been acknowledged. 

 

Smart Energy 

The digitalization of the energy sector demands higher levels of operational excellence with the adoption of disruptive 

technologies to foster cross-domain data sharing and data-driven innovation. The following key elements in data 

 

23 https://www.fiware.org/2016/04/27/fiware -and-tm-forum-at-the-dawn-of-the-data-economy/ 

http://www.fiware4industry.com/





























































